














Equifax – Letter from the FTC 
September 8, 2017

by Seena Gressin

Attorney, Division of  Consumer & Business Education, FTC

If  you have a credit report, there’s a good chance that you’re one of  the 143 million American consumers 

whose sensitive personal information was exposed in a data breach at Equifax, one of  the nation’s three 

major credit reporting agencies.  . . . The hackers accessed people’s names, Social Security numbers, birth 

dates, addresses and, in some instances, driver’s license numbers. They also stole credit card numbers for 

about 209,000 people and dispute documents with personal identifying information for about 182,000 people. 

And they grabbed personal information of  people in the UK and Canada too. 

There are steps to take to help protect your information from being misused. Visit Equifax’s website, 

www.equifaxsecurity2017.com. 

https://www.consumer.ftc.gov/blog/2017/09/equifax-data-breach-what-do

https://www.consumer.ftc.gov/blog/2017/09/equifax-data-breach-what-do




https://thehackernews.com/2017/04/emergency-tornado-siren-hack.html
https://forum.level1techs.com/t/infosec-dallas-emergency-alert-system-hack/114889










https://democrats-energycommerce.house.gov/sites/democrats.energycommerce.house.gov/files/documents/Strava Briefing Request.2018.01.31.pdf




















Meltdown Spectre 

CVE CVE-2017-5754 CVE-2017-5175
CVE-2017-5753

Impact Easy to exploit Difficult to exploit 

Chipsets Intel, IBM, ARM Intel, AMD, ARM

Mitigation OS level Patch and 
Firmware updates 

Only browser solutions. 
No firmware solution yet.















https://www.youtube.com/watch?v=F78UdORll-Q





